
Organizations are enabling their workforce to work from anywhere at any time, through  
SaaS solutions like Microsoft 365. Every day people in your organizations are creating, 
sharing, and collaborating on massive amounts of data through Exchange Online, 
SharePoint Online, OneDrive for Business, and productivity apps like Microsoft Teams. 
Under Microsoft’s shared responsibility model, it’s on you to ensure your Microsoft 365  
(SaaS) data is protected and backed up. 

BACKUP AS A SERVICE FOR 
MICROSOFT 365 POWERED 
BY VEEAM

Why Do You Need a Backup and Replication Strategy?
• Accidental deletion
• Secondary locations for data copies
• Retention policies
• Internal and external security threats

• Legal and compliance requirements
• Managing hybrid deployments 

and migration

Connection’s Backup as a Service for Microsoft 365, Powered By Veeam
Connection’s Managed Services can help you fill the gap between managing short- 
and long-term retention of Microsoft 365 data. BaaS can be added on to an existing 
Microsoft 365 Managed Service or can be purchased separately, including:
• Scope: Extended backup of Exchange 

mailboxes (current and archive), 
Teams, SharePoint, and OneDrive

• Retention Period: Unlimited

• Backup Size: 10GB/per user 
• Setup: Complimentary backup configuration
• Support: 24x7 help desk with 2-hour 

response for file recovery

Business Solutions

1.800.800.0014
Enterprise Solutions

1.800.369.1047
Public Sector Solutions

1.800.800.0019

www.connection.com/microsoft365

For more information about Connection’s Backup as a Service for Microsoft 365,  
powered by Veeam, contact an Account Manager today!
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On average, downtime 

from data-loss events 

like ransomware costs 

small companies more 

than $8,500 per hour, 

according to 2016 figures 

from Aberdeen Group.

A recent report by Verizon 

found that small instances of 

data loss cost businesses an 

average of $18,120 to $35,730.

Statistics show that 

60% of data backups are 

incomplete and 50% of 

restores are unsuccessful.
QuikTeks, “Most Important Data 
Backup Stats,” 2020
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